
CYBER INSURANCE
A technology and data driven world brings with it new exposures as companies become heavily 
reliant upon their IT infrastructure in order to conduct day to day business. Whether you rely 
on computer systems to store client data, conduct payments, manufacture goods or perform a 
professional service your technical functionality is key to revenue generation and stability. 
Whilst automation brings greater efficiency and profit margins, in a modern world, cyber 
criminals are quick to capitalize on new vulnerabilities to maximize their rewards against even 
the most sophisticated of defenses. Whether a company is publicly listed, family owned or a 
start up, industry specialists now state that it’s a matter of “When, not if” they’ll be victim of a 
cyber attack or the actions of a rogue employee. 
The development of Network Security and Privacy policies are constantly evolving to ensure 
coverage against even the most modern of events but with multiple products available 
Tysers bring the knowledge and expertise to guide you to a policy that fits your needs and 
requirements at the most affordable price. 

London Market Appetite
With broad access to the Lloyd’s and Company market appetite is currently incredibly broad 
with carriers willing to deploys coverage for (but not limited to):
 ■ Accountants 
 ■ Financial institutions 
 ■ Lawyers 
 ■ Architects and Engineers 
 ■ Hospitals 
 ■ Hospitality 
 ■ Education 
 ■ Manufacturers 
 ■ Transportation/Logistics 
 ■ Retailers 
 ■ Ports/Terminals 
 ■ Mining 
 ■ Professional Bodies 

 ■ Telecoms 
 ■ Pharmaceuticals 
 ■ Food/Beverage 
 ■ Marine 

Excluded Classes 
 ■ Pornography 
 ■ Payment processors (<$250m per annum) 
 ■ Gambling (<$250m per annum) 
 ■ Government Entities 
 ■ Managed Service Providers 
 ■ Data Aggregators (<$250m per annum) 
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